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by Patrick Lambe

Introductory Note: 

This document has been drafted as a sub-policy assuming a higher level policy relating to the general management of information and knowledge in an organization. 

It is intended to give more specific guidance on information and knowledge sharing than is currently available in the public domain. 

Much of the current literature on knowledge sharing is either very high level general encouragement of sharing or mainly focused on the constraints to be placed on knowledge sharing between agencies ie the things that may not be shared for information security purposes. 

This document was compiled in September 2007, and I acknowledge the particular inputs of Mark Gould, Mark Schenk, Jack Vinson, Alan Dyer, Neil Olonoff, Stephen Bounds, Nigel Phillips, Matt Moore, Patti Anklam, Dave Pollard, Marita Keenan, Peter Hobby, Mark Rogers and Christopher Zielinksi in June 2007.
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1.
Introduction

1.1 This sub-policy is one of a series of sub-policies in support of the organization’s Knowledge and Information Management (KIM) policy. It covers the sharing of knowledge and information between staff members and between work groups. 

2.
Objectives 

2.1 The objectives of this sub-policy are to: 

(a) 
Help staff appreciate the importance of knowledge and information sharing; 

(b) 
Identify suitable sharing opportunities;

(c)
Explain how the organization’s information systems can be used to support knowledge and information sharing. 

3.
Scope

3.1 
The sub-policy applies to all staff in the organization and to any situation where there is an opportunity to improve work performance by sharing knowledge, and to any information asset that is potentially useful to other members of staff apart from its creator or receiver.

4.
Definitions 

4.1 
Information asset
An information asset is any document, image, drawing, data set or media file that carries information relevant to the organisation’s work, and that is owned by that organisation.

4.2 
Sharable information

Sharable information refers to any information that may be of use to the work of other members of staff or other workgroups, apart from the individual or workgroup that first created or received it.

4.3 
Knowledge asset


A knowledge asset is anything that embodies or gives access to the knowledge of an individual or a group, such as an information asset, a way of doing things, a skill, experience in a particular practice, a relationship with other knowledge carriers, or a natural talent.

4.4 
Records
Records comprise any information that provides evidence of the decisions, activities and contractual obligations of the organization that may be important for future reference, and may include text, image, audio, video or numeric information. 

4.5 
Taxonomy
A Taxonomy is a system for categorization, or classification of things, in this instance, records or documents. It can provide subject headings to help users search for documents in an electronic system, and navigation structures to help users browse for documents.

4.6 Metadata

Metadata is structured information that is collected about documents, records and datasets to facilitate search, and to help IT systems manage them appropriately.
5.    Policy Statement 

All staff have a responsibility to share the knowledge and information at their disposal, consistent with information security, confidentiality and privacy guidelines, wherever there is an opportunity to enhance or support the organization’s effectiveness and performance goals by doing so.

6.
Principles of Policy

6.1 
All information assets created in the course of working for the organization are the property of that organisation. 

6.2 
The knowledge of individual members of staff, if not encoded into documents and other information assets, belongs to those individuals. However all members of staff are employed to use their knowledge to their best ability to support the effectiveness and performance of the organization as a whole and not just their own work unit.

6.3
Knowledge and information sharing activities of staff should be proactive as well as reactive, which means that staff members have a responsibility to make themselves aware of – and respond to – knowledge and information needs across the organization.

6.4 
Staff may not be aware of the wider usefulness of the information and knowledge assets they create and use. They should therefore make their information and knowledge assets as easily and as widely discoverable by colleagues in other work groups as is possible, consistent with information security, confidentiality and privacy requirements.

7.
Responsibilities  

7.1
The primary oversight of knowledge, information and records management within the organisation rests with the KM Steering Committee, comprising the Senior Management Team.

7.2 
The KM Steering Committee is responsible for: 

(a) 
Approving the Knowledge and Information Management Policy and related sub-policies, including the Knowledge and Information Sharing sub-policy; 


(b)
Acting as champions for its adoption; 

(c)
Ensuring its alignment with organisational objectives as well as external statutes, regulations and policies;

(d) 
Monitoring and evaluating progress in knowledge and information sharing culture and activity, and making appropriate changes to policy to encourage it.
7.3 
The Knowledge and Information Management Policy Committee acts as the policy development and monitoring body for the organisation. It reports to the KM Steering Committee, and is chaired by the Chief Knowledge Officer (CKO). Its mandate is to develop, validate, communicate, monitor and review a relevant, effective and pragmatic Knowledge and Information Management Policy, and ensuring its effective application so as to: 

(a)   
Enhance the organisation’s operational effectiveness; 

(b)
Support business planning and strategic decision-making with sound information;

 
(c)
Reduce business risk;

(d)
Ensure compliance with government policy and regulatory requirements; and

 
(e)
Support a knowledge and information sharing culture. 

7.4
The KM Department acts as the secretariat and coordinating body for the Knowledge and Information Management Policy Committee. They are responsible for the smooth operation of the committee, adequate consultation of staff in policy development and validation, and timely preparation of committee documents. 

7.5 The Registry is a repository unit for the administration of the organisation’s records and is responsible for the receipt, registration, distribution, care and custody of these records. In relation to knowledge and information sharing, the Registry is responsible for ensuring timely and easy access to records that are required by staff in the course of work.

7.6
ICT Department is responsible for ensuring that all IT tools and systems that capture electronic documents, datasets and records, or that support collaboration, do so in ways that make it easy to share information, locate an communicate with relevant people, collaborate with them, and to find and access relevant information. This includes having a search engine that crosses all shared information repositories, and that is actively managed to return relevant results on common searches.

7.7
Training Department is responsible for ensuring that staff are trained in using ICT knowledge sharing and collaboration systems effectively, and that they are trained in appropriate knowledge sharing techniques such as After Action Reviews.

7.8 
All Managers have responsibility for ensuring that: 

(a) 
Their staff are aware of and comply with the guidelines of this sub- policy for identifying documents as sharable information assets or as records, and that they know how to use the IT tools and systems to contribute, share and find useful information for their work;

(b)
All new staff as part of their induction and in their first few weeks of work are informed as to their responsibilities in regards to information and knowledge sharing;

(c)
They model to their colleagues the appropriate behaviours indicated by the principles and guidelines in this sub-policy;

(d) 
They encourage their colleagues to follow the principles and guidelines set out in this sub-policy by explicitly recognizing information and knowledge sharing as a part of normal work duties, allocating sufficient time within work tasks to information and knowledge sharing and for documenting important knowledge and information, setting aside time in meetings for appropriate knowledge sharing activity, organizing regular knowledge sharing activities including across department boundaries, recognizing and rewarding positive knowledge sharing behaviours, and providing adequate training in the use of ICT systems for knowledge sharing and collaboration as well as for knowledge sharing techniques such as After Action Reviews.

7.9 
All staff are to be aware of and comply with the requirements of this policy. In particular the responsibilities of staff relate to: 

(a) Identifying documents according to whether they are records, sharable information assets or working copies; 

(b) Ensuring that appropriate metadata is added to support the searchability and administration of the information;

(c) Being aware of knowledge and information sharing needs and opportunities and responding accordingly.

8. 
Guidelines 

8.1
Members of staff have a responsibility to be aware of the typical types of knowledge and information asset that should be readily sharable with colleagues across the organization, such as:

Knowledge assets: 

· The skills and experience for which they were employed

· Techniques that would improve the performance of a work unit

· Skills and experience that will help to address immediate risks to colleagues or to the business (eg First Aid skills)

· Ideas, skills and experience that will help the organization to take significant opportunities or become significantly more effective, including in work areas for which they were not employed (eg customer service improvement opportunities)

Information assets:

· Improvements to practice

· Lessons learned

· Performance benchmarks, performance data

· Documented ideas for improvement, feedback

· News, data and analysis about the organization’s industry

· Customer, partner, supplier and stakeholder information (consistent with privacy and confidentiality guidelines)

· Intelligence about competitors (ethically acquired)

· Sales marketing and corporate collateral

· Methodologies, procedures, policies

· Work-related contacts and networks

· Work plans

· Event schedules, notices, and records of events

· Availability of learning and training opportunities

· Technical and regulatory information

· Marketing materials

· Learning materials

8.2
Members of staff have a responsibility to be aware of who are the “knowers”, technical specialists, very experienced staff or subject matter experts in the knowledge domains relevant to their work, and to consult them whenever they have a relevant knowledge or information need.

8.3
“Knowers”, technical specialists, experienced staff and subject matter experts have a responsibility to:

· Answer relevant enquiries from colleagues promptly and in a way that is relevant to their need or direct them to a relevant resource, whether a document or another person

· Ensure that frequent enquiries, important decisions and repeatable processes get codified into documents and made easily available to colleagues

· Engage in training or coaching activities to improve the competencies of colleagues in their knowledge domain

· Be aware of colleagues’ likely needs for assistance or advice and offer support proactively

8.4
Members of staff have a responsibility to be alert to information or sharing opportunities through:

· Conversations with colleagues in any part of the organization

· Participating actively in knowledge audits and knowledge mapping exercises

· Participating actively in formal sharing sessions including communities of practice

· Responding to requests for information or help directed at them in particular, or through general announcements eg via email or the internet

8.5
Members of staff have a responsibility to ask for help whenever needed, and to seek to use existing relevant information and resources by checking the knowledge base instead of immediately creating duplicate resources, for example before beginning a new activity or project.

8.6
Members of staff have a responsibility to package sharable information assets in a way that makes it easy for other colleagues to find and use, for example:

· By storing or uploading the resources on common shared platforms and setting security and access rights that give them the widest possible access consistent with information security and privacy guidelines

· By applying the corporate taxonomy and relevant metadata

· By using standard templates or formats where relevant

· By organizing the content in a way that makes it easy to read and use, including eg the use of abstracts, executive summaries, contents pages and section headings

· By using clear and accessible language

· By giving sufficient context to a document to help other colleagues understand its purpose and how it can be used

8.7
Members of staff have a responsibility not to unreasonably deny access to information resources created in the course of work. This means:

· Ensuring that information assets that are important for work are stored on shared organization information platforms and not on personal storage media that are inaccessible to the organization’s information sharing systems (such as personal email accounts, thumb drives, CD Roms, PC or laptop hard disks)

· Consulting their supervisor and the Registry before deleting information assets used to support work – ie to check on the possible need to make them sharable or to transfer them to another employee

· Ensuring that key work-related documents and data are stored on standard software applications in formats that are easily transferred to colleagues, especially contacts data, working documents, calendar and schedule information.

This responsibility may involve sanitizing sensitive documents and preparing sharable versions, so that content that cannot be shared for security, confidentiality or privacy reasons is removed, so that other useful content in the document can be shared.

8.8
Departments and work groups have a responsibility to ensure that the sharable information contained in any software applications they adopt will be easily accessible to other work groups consistent with information security, confidentiality and privacy requirements and that the availability of this information is made known to other workgroups.

8.9
Members of staff have a responsibility to formally hand over their commonly used information and knowledge assets when leaving a particular job role or leaving the organization. A handover should include a brief outline of the knowledge and information assets required for effective execution of the job role including:

· The key contact persons inside and outside the organization

· Commonly used documents and information repositories

· Important events and activity cycles

· Undischarged responsibilities, their supporting resources, and drafts of work in progress

8.10
All staff have a responsibility to document their activities and outputs conscientiously and in a timely fashion as directed by their department’s work procedures, and to store and organize those documents for easy access by colleagues.

9.
Authorities 

No authorities cited for this sub-policy.
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